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Abstract: Problem statement: Mobile Special Networks do not have a predeterchsteucture. This
type of networks can dynamically reorganize netwodnnection relationships due to change of
neighborhoods and the relative positioApproach: There are many problems in creation of a special
network such as routing, wireless media, energwamption and transportabilitiResults: Although
these networks primarily had been formed for srgatiup of colleague nodes, nowadays they also
have increasing amount of applications in expansiesgraphical regions. This trend reveals
requirement of communication protocols which usergy efficiently and effectively as well as better
energy consumption considerations of the hardwar¢his study, an improvement of DSR protocol
based on energy consumption parameter is explaindda new routing protocol of mobile special
networks that is called Group Base DSR (GBDRS) haveeen proposed.
Conclusion/Recommendations. It has been shown that energy consumption relededmunication
parameters as pocket loss and route discovery drexyu have considerably better values when
GBDSR is used in the increasing node movement sgegg of 0-30 m setand over.

Key words: Mobile Ad Hoc network, control systems communicatioouting protocols, wireless
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INTRODUCTION E ~
Mobile special networks (MANETS) are group of = N -.é/ §
wireless computers in the form of communication _ -
network which do not have predetermined structure % [ &J
Administration and configuration of these kinds of = % ;

other hand, special networking allows formationaof -
independent interconnection set of devices. Altloug
there are abundant scenarios for fixed-structure @) ()
networks, special networks are needed for somescasg. . : .
in military missions, emergency operations, edacei ig. 1: Heterogonous special network and special
classes etc. where network infrastructure varigingu network with mobile host

the mission both in terms of routing, populatiorl dne b hei bl " d
type of devices. Hence, in the recent years, speciguPstructure. Their structures enables autioraa

networks have been carefully considered and routin§vent based updates by back up calculation atiarey t
appears as the main problem in this kind of netaork and in any placed. In such networks, each mobik ho
There are no basic and fixed stations in their ngtw acts as a router. For this reason, peer to peer
model while in the model of cellular networks sta8  communication as well as peer to remote
are fixed computers which are connected with wire 0o communication is possible in this kind ofwetk
link with spinal columns of network and they prowid (Kahn et al., 1999; Campet al., 2002; Johnson and
wireless media coverage over a geographical arefaitz, 1998; Perkins, 2001; Vincent and Corson,2)99
(called cell). There are two types of topology for special netwsork
MATERIALSAND METHODS Heterogeneous mobile devices and mobile host

. . . ] ] network. The first network has been comprised of
Basics of mobile special networks: Special wireless gitferent kinds of mobile devices such as PDAs, sma
network have not any base stationd afixed  gjgnals and mobile hosts, while, second type of the
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network has been only comprised of mobile hoststhis energy is limited. Wireless transmission, isah,
Figure 1 indicates an example of special networks iresubmission and conductive radio waves are all
which (a) shows a heterogeneous network and (bgeffective on energy consumption. As a result, thisre
shows a network with mobile hosts. strong need for presence of protocols which usesggn

It is clear that rate of traffic depends on whethe efficiently and effectively as well as technologyr f
the relation is peer to peer or peer to remoteis It better management of energy. But unfortunately,
necessary to note that this kind of network canalse batteries technology does not grow as rapidly ag CP
formal programs such as telnet, ftp, www, pingatd  or memory does.
one can have client/server programs, colleague ) ] )
calculation and mobile multimedia in these kinds ofPynamic source routing protocol: Routing protocols

networks. In summary, some important specificationg! mobi.le special networks are classified into two
of special networks can be considered. They are ggasses: Table based and need based. Table based or

follows: pre active method is used for linkage alternate
updating and can use each one of the methods of

e Topology of network may change at any time distance vector and linkage status which are used i

e Each node can be mobile fixed networks. The word “PREACTIVE" means that

« Capacity of energy of mobile nodes is limited this method is always working and is aim of

* A host acts not only as end system but also as permanent r(_aaction on change of Iin_kage. Probllem of
- - #his method is that when movement is low, additiona
intermediate system . S X -

. ; : - work is done and is directed towards instability. |

°  Width .Of .W|reless band is limited for need based method or method with reaction, route
communication , update is not done alternatively and the routes are

*  Quality of channel is variable found at request of origin. The fact that this noetlis

 The present components are not centralized and ogalled a method with reaction means that it reacts
the other hand, the network has been distributed clearly for change in linkage which is similar teeu

. . . . _based protocols. Therefore, there is possibilityusé
Regarding to above listed issues, the followings¢ caching mechanism. The advantage of this method
questions are mentioned: is that both energy and bandwidth are used effelgtiv

In comparison with routing protocols of driven

* How should the routing be backed up? table, in this group of protocols, all updated esuare

* Howis channel access guaranteed? not maintained in each node; instead, routes are
*  How much mobility is acceptable? constructed if necessary. When an origin node wants
* How is energy maintained? to send something to destination, it requests route
¢ How can bandwidth be used effectively? detection mechanisms for finding a route to the

destination. Route remains valid until the destorat
One can say that in special network, routing is ds accessible (Kahet al., 1999).

complex problem and its reason is mobility of rogs. Dynamic Source Routing Protocol (DSR Protocol)
As a result, links may change frequently and thisis an origin routing protocol and is based on dein#n
subject refers to the fact that communication linksnode maintains cache from the routes includinge®ut
should be updated continually and its messagesidshoufrom origin and it is aware of them (Belleral., 2002;
be sent frequently and this control creates traffic Bharghavaret al., 1994; Long-lived, 1999; Corson and
Another problem is that routing tables may not peMacker, 2008). The entered data are updated inecach

converged; therefore, some rings may be formed ir‘Pf the route when new information is obtained about

routing. Problems relating to channel access aeetdu gu;rergﬁ rouftes. tTWO dma|r} E)hases of Ijh's pr.o;[ﬁgel ar
distribution of access to channels and because figer G €CUON Of TOULE and mainténance and repair et

no base station. In a special mobile system, iteiy When orgin npde wants to send a packet to Qemrmat
e ) . ’ node, it investigates its route cache to see whdtheas

difficult to prevent from collision of packets and ,,te to destination or not. If there is a validite to

Quality assurance Of Service (QOS). . destination, it will use this route for sending fitacket.

In fact that gverythlng in special networks mobllle But if this node does not have any route, it Witirs
leads to formation of multiple ways and levels inroute detection process through demand packet
communication. Effect of mobility in signal distribution. Demand packet includes address dfilri
transmission, channel access, routing, multipléi@ee and destination node and exclusive identification
and applied programs are significantly clear. Thenee number. Each intermediate node checks whether it
special devices in different forms, but one of thei has route to destination or not. If not, it willdadits
common specifications is the use battery energy angwn address in this packet and wiind it
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Fig. 3: Performance comparison of the DSR and GBDRSRifferent movement MANET speeds for (a) Padkes trend
between DSR and GBDSR (b) Route Discovery frequéaryAverage delay between DSR and GBDSR (d) Awerag
route discovery latency (e) Routing overhead betwBSR and GBDSR (f) Route discovery overhead (glt®o
maintenance overhead (h) per route discovery oagrhe
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to its neighbors. In order to limit the number of GBDSR improved protocol: Each distribution group
publication of route demands, a node process routéhereinafter called group) has a unique addressaad
demands packet only when it has not seen it beforean name other specifications attributed to itisws:

that is its address has not been available in @ecti

route record. A route reply is produced whene Each group has been organized on the basis of a
destination node or an intermediate node with aurre tree structure

information about destination node receives route Each group has been composed of a series of
demand packet. Route record section of route demand members and several route finders which are not
packet which reaches a node includes sequence of part of group members but are connected in tree

hops passing from origin node to this node. Figdire structure to members of group
Section (a) shows how route demand packet i3 All members of group and route finders are called
distributed in the route and indicates its routeord members of tree and entire tree is called group

section. If reply of each route is produced by
destination node, this node places route recorticsec
of route demand packet in route reply. In anothe

The first member of the group which has been
IIormed in the group is called Group Leader and this

state, if an intermediate node wants to producéerou member is responsible for preservation of
! P communication of this tree with another tree which

reply, it will place its cached route to destinatim 565 this study by broadcasting Group-Hello (GRPH)
route record section of route demand packet. Figure message across entire network alternatively. Eade n
section (b) indicates the state in which destimatio jn network can keep 3 Tables. The first of them is
node itself has sent route reply. uncast (single receiver) route table in which the
In order to send route reply packet, the replyingsubsequent hop is recorded for the routes, which is
node should have a route to origin node. If itdasute  destination of another node of the network. Thesdc
to origin in its route cache, it can use it. Theerse table is multicast route table including a list thie
route given in route record section can be usednwhesubsequent hops for tree structure of each groaph E
symmetric links are supported. If symmetric linke a oW Shows a tree structure of group. _
not supported, node can perform detection of reate All nodes which are in a group have equal rows in

P ; their table specifying information of group leader,
the origin and carry route reply in route demanckpea :
g y Py group members and routers. The 3 Table is grougelea

table, including address of multicast group witllreds

Improvement of DSR protocol by using group  of jts group leader and the subsequent hop toward
distribution: GBDSR is development of DSR on the group leader.

basis of multiple distributions. DSR and GBDSR are
both routing protocols for especial network in S&h Hataction and maintenance of route to a special

ma:jngeéptgg .PSR (ijs. usedlt_inl scijr)gtlgbdi.strikiutiﬁo.nfitraf node: Detection and maintenance of the route are main

an >R IS used In muitiple distribution traflic. duties of DSR protocol. Detection and maintenarice o
NS2 includes standard implementation for DSRthe route are main responsibility of DSR protocbich

protocol on which basis GDPSR protocol has been P Y P

implemented, however, but this implementation of.has been also implemented in NS2 and GBDSR, two

GBDSR includes two essential limitations: important notes about this fact are as follows:

Only MAC layer is used in recognition of broken
links in active route but in GBDSR whether this
active route is to a special node or to multiceess,t
only one hop named Neighbor-Hello is used for
recognition of link breakage in tree

e Implementation of DSR in NS2, is broken link
local restoration but in GBDSR, this restoration is
ignored and in case of breakage of a link, inste#fad
its local restoration origin node finds a new route

e« Only members of the group can send data for
multiple distribution group

e Multiple distribution data packets are the same
single distribution packets. As result, bandwidth i
not used fully effectively

New version of GBDSR allows each node located
in the network to send data packets for other nedes
multiple distribution data packets are turned iptdlic

distribution data packets during distribution asrtee _ )
of multiple distribution groups Fig. 3. Detection and maintenance of route to a tree: As

In total, several acts have been improved in thisaid before, in GBDSR, each node can have mulficast
new protocol and led to improvement of DSR protocol therefore, this case should be studied that ifiomgde
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is not member of a tree, how data reaches each sremb»

of tree. For this purpose, a two- stage methodbleas
selected. In this stage, there is a route fromiromgde

to a member of tree, therefore, when this membes

receives packet, casts it among all members of Fee
this purpose, route detection

and maintenance

Each receiver belongs to a group at the beginning
of simulation and senders starts sending data after
30 sec all senders stop sending data after 900s
Type of traffic used in the simulation: Only
multicast

Two measure criteria of GBDSR are PPR and

mechanism are used. During sending multicast datgtency as follows:

packet, each node checks whether it is placedeitrée
or no, if node is not member of tree, uncast rdakbde

seeks itself for finding the subsequent hop to this

address. If information is available in this fieltwill
send packet for that hop, otherwise, it will senclear
RREP packet for origin node. In this case, originie
starts detecting a new route to multicast addréss.
node is member of a tree, it can be send packetieon
basis of available information.

Maintenance of multicast tree: Maintenance of
multicast tree is more complex than that of uncauste.

This  maintenance includes group-hello
maintenance of neighbor connection, selection ofigr
leader, cancellation of membership and merge ef tre

Probability method:
maintenance  during

One way of probable
implementation, is

cast,

« PDR is packet receiving rate which is obtained

through total number of sent packets x the number

of receivers.

e Latency of is reaction period of average delay for
transmission of data from the sender to the receive

The following figures show results obtained from
this simulation and equivalent results for DSR pcol.

CONCLUSION

Spatial speed of communication nodes is one of the
key factors for design and performance of mobile Ad
Hoc networks. In this study, simulation has been
performed with traffic load of 20 origins and maxim
speed of 20 m set All protocols deliver high

treepercentage of the produced packets when movement of

maintenance in added GBDSR method. Main idea Oﬁodes is low (for examp|e in case of h|gh stop )ZIHTH:!
this method is that it predicts time of active link this value reaches 100% when movement of nodes

breakage in a tree before link breakage and theema
connection prevents from link breakage and remo¥al
data packets.

RESULTSAND DISCUSSION

reaches zero, especially DSR which delivers maaa th
95% of the packets in each rate of movement. D&R th
is on demand protocol has the lowest parasite &nd i
parasite changes in parallel with changes of momwme
rate and completely depends on it. DSR protocoi¢kvh

is the most important protocol for routing special

For implementation of GBDSR, many different network, has been-property improved with use of

simulations have been performed and we havénulticast property. Regarding to simulation results
conditions of simulation environment and resultsWhich have been obtained for DSR protocol and its

obtained from as follows: improved protocol i.e., GBDSR, it is observed thet
algorithm has improved characteristic values in all
aspects rather than base DSR. New version of GBDSR
allows each node located in the network to send dat
) : X packets for other nodes and multiple distributiatad
*  Time of simulation: 900s _ packets are turned into public distribution datakess.
* Number of simulation frequency: 7 times Overall, several actions have been improved in new
* Physical layer/ MAC: IEEE 802.11, in 2 Mbps and protocol. This led to improvement in DSR protocol.
250 m transmission interval Access time has importance for mobile control and
«  Movement model: Random model without stop timeautomation systems where physical response time is
and speed of nodes movement O, 1, 5, 15 and 25 gtitical. Energy efficiency is one of the design
sect objectives for the mobile applications where main
» Each sender sends two data packets each 256 bitemergy source is not generative as in the casaldfidc
long per second sensor nodes. Energy consumption of the RF
e Each receiver is a multicast group member butransmitters in wireless digital communication Isoca
each sender is not group member unless all 5dependent on active data transmission time pergenta
nodes are receivers and members of group total switching rate and the required link budgsated
112

e Area of simulation: 1500x300 sq m
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to dynamic power level. For this reason, routingJohnson, D. and D. Maltz, 1998. Dynamic source
protocol characteristics become important espgciaf routing in ad hoc wireless networks. In: Mobile
energy consumption of the mobile special networks Computing, Imelinsky, T. and H. Korth, (Eds.).

where the resource is limited by the volume. It was ver Academic Publishers, USA., pp: 153-181.

shown by the S|_mulat|ons that improved characiesst Kahn, J.M., R.H. Kutz and K.S.J. Pister, 1999. Mbi

of GBDSR provides 5 and10% less (almost 50% of the . .

DSR) pocket loss and reduced amount of route networking  for smgrt dust. Proceeding of _the
discovery data packets down to 30% in the speegeran ~ ACM/IEEE International Conference on Mobile
between 5-30 m seéc These figures are directly Computing and  Networking, ~ (ICMCN'99),

effective on energy consumption. In the continypagt University of California, Berkeley, pp: 1-21.
of the study we work on implementation of an emteedd Long-lived, C.K.T., 1999. Ad hoc routing based oe t
test routing software for minimization of the engerg concept of associativity. Wikimedia Foundation,
consumption in case that the dynamic charactesistic Inc.,
the RF transmitters in physical layer is known. http://en.wikipedia.org/wiki/List_of ad_hoc_routin
g_protocols
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